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NIST Focus Areas:

1. Draft Privacy Risk Framework
2. Privacy Tools 

1. Privacy Engineering Collaboration Space
2. Differential Privacy Data Challenges



What is the NIST Privacy Framework?
 Enterprise risk management tool to answer: 

“How are we considering the privacy impacts to individuals 
as we develop our systems, products, and services?”

 Goals:
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Privacy Framework Structure
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Core Functions 
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Develop organizational understanding to manage privacy risk 

Implement data processing safeguards

Enable organizations and individuals to manage data privacy risks

Enable organizations and individuals to reliably understand 
how data are processed

Implement response activities for privacy breach or event



Differential Privacy Data Challenges
2018 The Un‐linkable Data 
Challenge
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2018 Differential 
Privacy Synthetic 
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