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Federal Facilities Council 
U.S. Department of Agriculture 
• Agricultural Research 
  
U.S. Department of the Air Force 
• Air National Guard; Installations and 

Management Support 
• Office of the Civil Engineer 
  
U.S. Department of the Army 
• Assistant Chief of Staff for Installations 

Management 
• Army Corps of Engineers 

  
U.S. Department of Commerce 
• Office of Real Estate Policy 
• National Oceanic and Atmospheric 

Administration 
  

U.S. Department of Defense 
• Washington Headquarters Services 
 

U.S. Department of Energy 
• Office of Management 
• National Nuclear Security Administration 
• Office of Science 

  
U.S. Department of Homeland Security 
• Science and Technology Directorate 
• Customs and Border Protection 
• U.S. Coast Guard 

 
U.S. Department of Health and Human Services 
• National Institutes of Health 
• Indian Health Service 

  
U.S. Department of Navy 
U.S. Department of State 
U.S. Department of Veterans Affairs 
Architect of the Capitol 
General Services Administration 
National Aeronautics & Space Administration 
Smithsonian Institution 
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What is the Scale of Federal Facilities? 
                                     U.S. Commercial      Federal Facilities 

                                                                  (Millions)                

• Number of Bldgs         4.9           505,559 

                                                (billions SF) 

• Total Square Feet     71.7                3.87 
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How Well are Federal Facilities Performing? 
And How Well are We Maintaining Them? 

 2012       2008         2004 
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Presentation Purpose and Outcomes 

• Introducing FED iFM 
– Outline a Strategic Vision 

– Build Awareness 

– Enlist Support 

– Gather input and feedback 
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Data and Facility Lifecycle 
 • Building on Strategic Plans and Roadmaps 

for Department of Defense Military 
Health System and VA 
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Data and Facility Lifecycle 
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Goals of FED iFM 
 

• Introduce a strategic vision for FED iFM 

• Share the results of current federal agency initiatives 
that are striving for the FED iFM vision 

• Engage with private sector owners, architects and 
professional organizations to build a bridge of 
collaboration and shared interests in achieving the FED 
iFM vision; and 

• Enlist technology service providers to build platforms, 
applications (apps) and app marketplaces to access 
agency data repositories and to foster and enable the 
realization and success of the FED iFM vision 
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What is FED iFM ? 
 • Integrated Facility Management for Federal Agencies 

and the Private Sector  

• A Community of Practice 

• A Focus on Moving Data from Early Planning through 
Design, Construction and into Operations and Facility 
Sustainment 

• A Vision of a Technology “hub”—a Software and “App” 
Ecosystem--for Rapid and Agile Deployment of Tools 
and Innovative Practices to Dramatically Improve 
Efficiency and Effectiveness 
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What is FED iFM ? (cont) 
 • At the outset, focus on Health Care Facilities at the DoD 

Military Health System and VA and partner with GSA, 
Smithsonian Institution, NAVFAC, Indian Health Service. 

• A broader horizon for all Federal Facilities and the 
common and shared issues and challenges that need to 
be addressed 

• Founding Stakeholders are: Federal Facility Council 
(FFC), NIBS Committees, AIA and IFMA 

• Open source as well as proprietary commercial 
technologies 

• Cloud- and App-based Agile Environments 
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FED iFM 2014 Industry Outreach 
 

• Federal Facilities Council 

• Private health care owners 

• Orgs: AIA AGC IFMA FIATECH NIBS WBDG 
OGC SAME  

• A/Es, CM, constructors, facility managers 

• Consultants  

• Technology Providers 
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www.wbdg.org/fedifm (Sign up!) 

http://www.wbdg.org/fedifm


Federal Integrated Facilities 

Management (FED iFM) 

Russ Manning 

Chief, Operations & Life Cycle Integration Branch 

06 February 2014 



Challenge 

 Integrated Facility Management 

 Computerized Maintenance Management System (CMMS) 

 The CMMS component provides the means to manage the 

data relating to the real property installed equipment (RPIE) for the 

facility and its associated preventative maintenance  work orders, 

project management, etc.. 

 Computer-Aided Facility Management (CAFM) system 

 The CAFM component provides a means to manage the space 

utilization for the facility in a graphical manner and link to relevant 

CMMS data.  The CAFM also provides a means for the DoD-MHS 

to comply with the DoD OSD/IE Real Property Inventory 

Requirements (RPIR). 

http://www.acq.osd.mil/ie/bei/rpi.shtml
http://www.acq.osd.mil/ie/bei/rpi.shtml


Major Element Tasks  

to Support 

 CMMS 

 Preventative 

Maintenance (PM) 

 Work Orders 

 Asset Management / 

Real Property (RPIE) 

 The Joint Commission 

(TJC) Environment of 

Care (EoC) 

 Project Management 

 Reports 

 Etc. 

 

 CAFM 

 Drawings / Drawbase 

 Space Management 

 Key Control  

 Real Property 

Inventory 

Requirements (RPIR) 

Fields 

 Reports 

 Etc. 

 



Current User Feedback 

“Supports Doing the Job” 
CMMS CAFM 

  

 



Vision / Concepts / Goals 

 Integrating FM solutions 

 Shared data set across tools 

 NOT each tool capturing the same data 

 Best tools for the given tasks 

 Sharing data from central data repository 

 Web-centric solutions 

 Secure to DoD Standards 

 Working collaboratively with other Federal FM 

community partners 



Broader Integration Vision 

Strategic 

Management 
Execution Activation & Operations Requirements Planning 

Objective:  Effective Data Exchange across the Life Cycle 
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• Smithsonian Already has a Leading Initiative! 

• VA and DoD are moving to Max.Gov! 



Structured Work Processes for Pre Project Planning 

39 

 

1. Defining requirements to address needs based on risk,  

2. Ranking these requirements,  

3. Forming projects based on highest ranking requirements and costs 

4. Prioritizing and assigning funding source with FY for 5 year planning 

Requirements 
(Tier 1) 

Cost/Funding 
(Tier 2) 

Facility Investments and Cost Engineering (FICE) is a branch that supports the three main 
divisions of OPDC. Through a structured process, it reviews all project requirements to 
establish project budgets and prioritizations for use by the IFTs in their pre project planning 
process:  The  pre project planning structured process  includes: 

MAX.gov provides the database & 
analysis tool (tier  1 & 2 process). 
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VA and DoD Also Leading the Way !! 
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• Security is Critical and a Top Priority!!! 

– Michael Chipley 



Securing the Data – MAX.gov 

42 
Security begins with Two Factor Authentication 



Securing the Data - FedRAMP 

43 
MAX.gov is FedRAMP accredited to Mod-Mod-Mod 



DoD Cloud Security Model 

44 

July 31, 2013 

 

This document serves two purposes. 

  

1. It describes the process the cloud 

service providers (CSP) follow to be 

listed in the Enterprise Cloud Service 

Catalog.  

2. It describes the process the DoD 

cloud customer follows to engage the 

ECSB for cloud services.  

 

It is expected that the security model 

described in this document will evolve 

post ECSB Initial Operating Capability 

(IOC) as the ECSB learns more about 

cloud 



DoD Cloud Security Model 

45 

5.1.1 Max Data Type  

The first aspect of the security model and impact levels is the type of 

information to be stored or hosted in the cloud. These are as follows:  

 Public information: This refers to information that is intended for 

unrestricted public dissemination. This information does not require control of 

read access, yet does require access control with regard to access for change or 

delete.  

 Unclassified Private: This refers to information that is not controlled 

unclassified information (CUI, see below), but requires more limited access than 

full public release.  

 Controlled Unclassified Information: Controlled Unclassified 

information (CUI) is the categorical designation that refers to unclassified 

information that under law or policy requires protection from unauthorized 

disclosure as established by Executive Order 13556 (November 2010). 

Designating information as CUI is the responsibility of the owning organization. 

CUI contains a number of categories, including, but not limited to the following:  

Other information requiring explicit CUI designation; for example, For Official 

Use Only, Official Use Only, Law Enforcement Sensitive, Critical Infrastructure 

Information, and Sensitive Security Information.  



DoD Cloud Security Model 

46 

CUI 



DoD Cloud Security Model 

47 

We are 

at this 

step 



Level 4 SaaS STIGS Example 

48 http://iase.disa.mil/stigs/ 

Currently in the process to identify the required STIGS, have Sys 

Admins apply/harden the hardware and software, obtain 

Certificates of Networthiness to apply for DISA ATO 

http://iase.disa.mil/stigs/
http://iase.disa.mil/stigs/


Max FED iFM Architecture 

Internet 

MAX 

Production 
MAX 

Proxy 

ORG 

Production 
ORG 

Proxy 

Level 1 SaaS Public View 

ALL 

Level 4 SaaS GOV View 

Project 

Acquisition 

Level 4 SaaS ORG View 

Project 

Acquisition 
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• Questions and Discussion 
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• Contact us! 

russell.manning@dha.mil 

ko@onuma.com 

Stephen.hagan@gmail.com 

mailto:russell.manning@dha.mil

