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What's a 
librarian to do? 
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Hunt Library: ©Jeff Goldberg/Esto. All Rights Reserved 

Hunt gates: Seannator (Wikipedia user). CC-BY-SA 3.0 

Heatmap: Measure the Future Project 

Density: ADI  

Copenhagen Library app: Andreas Schuster 

Linked data: Max Schmachtenberg, Christian Bizer, Anja Jentzsch and Richard Cyganiak. CC-BY-SA 3.0  

Smart buoys: NOAA (1) (2) 

Pink and blue hacking: Electronic Frontier Foundation  

Kindle Unlimited: Amazon 

Nest app: AVLogix  

Warrant canary: Jessamyn West. CC-BY 2.0 

Compubody Sock: Becky Stern. CC-BY-SA 2.0 

All your base: Zero Wing (Mega Drive), Sega (via Albino Black Sheep) 

Fight for the users: Tron, Walt Disney Productions (via Pinterest) 

Device images belong to their respective manufacturers 
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